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INFORMATION SECURITY POLICY STATEMENT 

PAPSS has established an Information Security Management System (ISMS) based on the 

requirements of ISO/IEC27001:2013 standard, to maintain an acceptable level of risk in the pursuit 

of its strategic objectives. 

This policy statement includes below information security objectives in order to protect Availability, 

Integrity and Confidentiality of PAPSS information assets from all threats, whether internal and 

external, deliberate or accidental in relation to the processing, transmitting and storing of PAPSS 

and stakeholders sensitive information. 

▪ To establish safeguards to protect PAPSS's information resources from theft, abuse, 

misuse, and any form of damage. 

▪ To protect PAPSS's business information and any client or customer information within its 

custody or safekeeping by safeguarding its confidentiality 

▪ To establish responsibility and accountability for Information Security at PAPSS. 

▪ To ensure incidents are effectively managed and resolved and learnt from to improve our 

control environment. 

▪ Protect the security of data and information systems to prevent unauthorized changes to 

ensure its accuracy and integrity. 

▪ Provide a safe and secure information systems working environment for staff and 

contractors 

▪ To ensure Information resource availability for seamless business operations 

 

PAPSS’s Information security management system describes its corporate approach to information 

security and details how PAPSS addresses its responsibilities in relation to this vital area of business 

within its legal and regulatory obligations. As an organization, PAPSS is committed to satisfying 

applicable requirements related to information security and the continual improvement of its ISMS. 

Information Security is the responsibility of all staff members. Therefore, all PAPSS staff and all 

interested parties are communicated and given guidance on key Information Security policies and 

procedures; and are expected to demonstrate a practical due care in achieving the above-

mentioned information security key objectives. 

Verification of compliance with this policy statement will be achieved through a continuous program 

of internal and external audits, and any change that will be made to this policy statement will be 

communicated to all internal and external parties. 
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